
• Good practices to prevent the virus

• Updated reports on the situation (international scope, infected number cases, etc.)

• Analysis of the coronavirus impact on different sectors

• Offers to invest in vaccines and health products

• False health alerts

Cybercriminals are taking advantage of the coronavirus pandemic to infect computer systems using phishing techniques.
Pay attention to the e-mails you receive and the links you access.

#CiberCOVID19 | #DoNotGetInfectedWithTheMail

In March, the number of phishing incidents in public
bodies increased 70% over the previous month.

Supplanted identities:

Technical services of 
suppliers

Healthcare Institutions
Financial institutions

Government bodies

Logistics companies

Phishing topics:

Contents that are attached in harmful emails:

• Infected files(PDF, Word, etc.)

• Links to harmful websites

• Website links that pretend to be the official website of an organization or insittution




